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Digital piracy: Responsibility issues of Internet service providers

Abstract. Internet Service Providers (ISPs) are vitally attending our information society since
they are assessed as a gatekeeper to the Internet. In other words, they are a crucial technological
tool that provides access to the Internet. The main function of ISP is to transmit content or
material through its service, but this sort of function has recently been in a difficult situation
due to some legal issues. Not only the public but also copyright holders have initiated to require
ISPs to monitor the content which transported to the Internet for a reason when some users
are infringing copyrighted material on ISP’s sites. Thus, it leads to a legal question of whether
ISPs are liable for Internet piracy taking place on their websites. The purpose of this article is to
examine the liability of ISPs for digital piracy by their users. The novelty of this paper is to offer
some recommendations to enhance the safe harbor provisions of ISP by comparing jurisdictions
of some countries such as the US, the EU, and China. To answer the abovementioned question,
the author will mainly rely on comparative-legal, formal legal, and historical methods. The
outcome of this paper suggests that to avoid copyright responsibility, ISPs must not promote the
infringing actions of Internet users on their platforms. Moreover, the Chinese service providers
should carefully monitor content which shared or posted by subscribers on the Internet.
Keywords: Internet service provider (ISP), copyright, Internet, secondary infringement,
copyright infringement, user, safe harbor.
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Introduction. The Internet is a global system
that allows transferring of digital information,
data, or content across the network [1, 16 p].
This digital data is usually distributed, hosted or
transmitted via ISPs which appears to be a key
part of multimedia. According to Stokes, an ISP
means “entities which provide Internet access
and usually email accounts to their customers”.
In practice, the service of ISPs is not free as ISPs
may charge customers for using the Internet or

other services and for the rental of digital space
on their server to host data on behalf of third
parties [2].

Nowadays, by hosting data from subscribers,
ISPs are successfully running a business in
a global market such as Youtube, Twitter, or
Facebook. However, it should be mentioned that
the service of ISPs has raised some legal risks
or questions because some users may use their
services for unlawful purposes. In most cases,
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copyright holders complain that their creative
works might be used without permission via ISPs
services. Therefore, it has led to a lawsuit between
copyright owners and ISPs around the world [3,
1 p]. The question of the article is whether ISPs
are liable for online copyright infringement or
Internet piracy taking place on their platforms.
In order to answer the question, the author will
evaluate the legislation and legal cases of the
US and EU concerning the liability of ISPs for
copyright infringement.

The article is structured into several sections.
First, the general meaning and classification
of ISP are introduced. Next, we analyze some
essential legal cases about the liability of ISPs
for indirect infringement. In the third section,
we discuss legal acts and approaches adopted
in selected states such as the US, the EU, and
China to regulate secondary infringement on
the Internet. Lastly, liability exemptions or safe
harbor provisions for ISPs in selected states
are comparatively evaluated, and we offer
some recommendations for ISPs who are now
functioning in the abovementioned states.

ISP is a gate to the cyberspace. According to
some authors, there is a different interpretation
with regard to the term “service provider”
around the world, but it can be commonly named
as an “intermediary” in most scientific works [4,
4 p]. Regarding this issue, the terms “internet
service provider” and “online service provider”
are used interchangeably in this article.

As stated above ISPs might be entities or
communication organizations that provide
Internet access to all users [5, 554 p]. Wherever
a person is either at home or at work only an ISP
helps him to connect the global network.

At the beginning of Internet technologies,
ISPs used to rely on dial-up modems connected
through simple telephone lines. Then at the end
of the 1990s more powerful and quicker modems
like DSL or cable modems showed up which
increased the quality of ISP service. Today some
ISPs around the world provide Internet access
via popular fiber optic cables. So, some entities
mostly offer cable connections whereas others
use DSL net access.

Itis worth mentioning thatitis necessary to get
a modem and an account to join an ISP. The next

step is to attach the modem to a phone which lets
directly to connect to the ISP. It is followed by the
verification of the account and the assignment of
the IP address. After getting the IP address, a user
easily connects to the net. Moreover, by using a
router the user can connect several devices to the
Internet with the same IP address.

ISPs appear to be a sort of hub on the global
network as they allow a direct connection to the
net. There must be high bandwidth connections
to the net due to a huge amount of messages or
signals which ISPs usually handle [6].

Operating as intermediaries they usually
charge users for using their services as an Internet
connection. The ISPs may also offer other types
of services to their subscribers such as website
hosting, email access, domain name registration,
and so on [7].

Copyright infringement. The problem
of intermediary or ISP’s liability is not so
straightforward. Most notably, issues usually
emerge around some illegal activities such as
hosting and transmission of child pornography
or the infringement of intellectual property
rights, especially copyright, trademarks, patents,
and public rights. The rise of P2P networks
and copyright infringements like music and
movie piracies have led to a major challenge in
the regulation of ISP making it different from
that expected before. There is no denying that
the development of new technologies, digital
formats of copyrighted works such as computer
software, images, and films can be shared on ISPs’
networks and this as a result has raised some fear
among copyright holders [3, p 2].

Before analyzing some relevant cases it is
worth mentioning that copyright infringement
is normally divided into two types — primary
infringement and secondary infringement.
Primary infringement usually occurs when an
individual reproduce, perform, broadcast or
imitate creative materials without a permission of
the copyright holder. In practice, to detect this sort
of illegal activity can be done quickly and with
very little effort. Secondary infringement appears
when someone or commercial intermediaries
help primary infringer to violate copyright.
In other words, a third party may involve in
copyright online infringement [8, 617 p].
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Playboy Enterprises, Inc v. Frena

It is noteworthy that at the beginning of the
Internet development, some courts used to
take tough approaches against ISPs. And most
intriguing cases concerning the liability of ISPs
originated in the US. For example, in case Playboy
Enterprises, Inc v. Frena [9] the court found
that an ISP operator Frena was liable for online
infringement due to its users. The main issue was
that the operator’s subscribers uploaded some
pictures from Playboy magazine and shared them
on the ISP. Although the operator removed these
images later and set up a controlling system after
being warned by the claimant it did not help the
ISP to be escaped from a penalty before the court.
The court held that the Frena was anyway liable
for direct copyright infringement even though it
had a lack of knowledge and purpose relating the
posting images [10].

Sega Enterprises Ltd, v. Maphia

Moreover, a similar decision was held in the
case Sega Enterprises Ltd, v. Maphia [11], where
an ISP operator asked its users to upload copies of
Sega video games and let other users download
the video games on their computer for money.
According to the court, the ISP’s poor information
about the specific time when the games were
uploaded and downloaded was inappropriate in
liability issues. Although the ISP was not liable for
direct online infringement, the court found that it
was liable for vicarious liability which meant the
ISP operator contributed to digital piracy [10].

Religious Technology Center v. Netcom On-
Line Communication Services

Another
Technology  Center .
Communication Services, Inc [12] where the
claimant sued its ex-employee Erlich for sharing
copyrighted works such as sacred writings of
the Church on the Internet. Also, the claimant
sued one of the famous service providers in the
US, Netcom through which Erlich connected
to the net. The claimant considered that the ISP
was liable for direct, vicarious, and contributory
copyright infringements. Firstly, the court was
not persuaded about direct infringement, because
the storage and the transfer of data is a key part of
any ISP service and the accidental copying which

intriguing case was Religious

Netcom  On-Line

frequently occurs in that service is unlikely to be
examined as illegal copying. Secondly, regarding
vicarious infringement, the court concluded that
Netcom had not taken any financial benefits
from an illegal activity because it operated on
fixed costs. However, relating to contributory
infringement the court found that the ISP was
liable for that. Here the main question was
whether the ISP had considerable involvement
in infringing activity. In sum, the court argued
that as the ISP allowed to distribute infringing
works publicly and did not do anything to stop it
could amount to the substantial participation in
copyright infringement [12].

In the 1990s some would claim that ISPs
had some covert interests in online copyright
infringement for the reason that uploading or
downloading copyright works could attract more
users on their platforms. They also argued that
compared to authors, ISPs were well positioned
in monitoring the infringing activities of their
users [10]. However, it should be mentioned
that more sanctions or more restrictions for ISPs
may threaten the autonomy of ISP’s operation.
Moreover, strict responsibility for digital piracy
may reduce the efficiency of the Internet which
depends crucially on the process of online
providers. According to Jennifer Bretan, to
provide freedom to operate online providers
should be given liability exceptions, if not
they may lose the stimulus to develop the net
technologies [13].

Twentieth Century Fox Film Corp v Newzbin
Ltd

One of the latest and significant cases was
the Newzbin where a defendant was a Usenet
indexing and file-sharing service which allowed
its subscribers to search and download illicit
copyright materials, in particular movies. It was
admitted that one may download content so
easily and fast by using the Usenet with Newzbin
[14]. Some movie industries (claimants) sued
the Newzbin by accusing of providing a facility
for users to search for some illegal copies of
movies and obtain access to these movies. To use
Newzbin'’s service, its subscribers needed to pay
fees. The service was accessible for its members
and premium members who could download
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the movies from files through Newzbin. And the
Newzbin attempted to persuade others that its
usenet was merely the same as Google. It is clear
to say that the service’s subscribers involved in
direct infringement as they were downloading
unlawful copies of movies on usenet. But what is
theroleof Newzbininthiscopyrightinfringement?
For this question, the claimants claimed that the
service has done three following wrongdoings
concerning copyright infringement: First, the
service authorized its subscribers” illegal actions;
second, it stimulated or supported the infringing
activities of its members; third, it communicated
the copyright holders” content to the public, in
particular, the users. Having analyzed these three
wrongdoings a judge supposed that regarding
the issue of authorization, it is plausible to say
that a subscriber could understand from the
defendant’s operations that the defendant had the
authority to allow its subscribers to do whatever
they want, actually to copy some movies on
Newzbin service [15].

In fact, most members could download the
movies which divided into sub-category by
reference not only to the title of specific movies but
also genres; turning to the second infringement
the judge had no doubt the defendant indeed
involved in secondary infringement as it aimed to
violate copyrighted materials; And in relation to
communicating to the public, the judge claimed
that the defendant was a primary infringer
because its service not simply provided a link to
content, but also it “has intervened in a highly
material way to make the claimants’ films are
available to its users, providing a sophisticated
system for downloading all the fragments of
particular films’. Besides, the defendant knew
all consequences of its infringing actions. Finally,
the court held a decision that the Newzbin was
liable for direct and indirect infringement [16].
Despite the defeat of Newzbin another a website
‘Newzbin2’ appeared at the same online location
where the previous one operated before. However,
this time Newzbin2 operated in a different state.
Then the claimants decided to struggle against it
via ISP to block a website by relying on section
97A Copyright, Design and Patents Act (CDPA).
In fact, they demanded the British Telecom in the
UK to completely block Newzbin2 [2].

It must be recognized that at the outset of
the Internet development, ISPs, particularly
in the US soil went through a difficult period
because of copyright infringement committed by
subscribers on their platforms. In this regard, it is
evident that some courts with alack of knowledge
were bewildered when they face a secondary
infringement. As stated above each time the
courts attempted to create some approaches
like vicarious and contributory liabilities for the
regulation of ISP’s responsibility.

Liability rules and exceptions of ISPs in the
US, EU, and China

The United States

It should be admitted that compared with
Congress the courts have taken a key role
in examining the development of secondary
liability in the US [17, 476 p]. The previous
legal acts such as the 1909 Copyright act did
not mention secondary liability at all, whereas
the 1976 Copyright act considered it with fewer
details. Some experts claimed that the act even
though recognized indirect infringers, left the
details of indirect infringement to the courts [3,
20 p]. Later the courts have created some notions
of secondary liability such as vicarious liability
and contributory liability relying on tort law.

As mentioned above to ensure ISP’s freedom to
function or to support the development of Internet
technology the UShas adopted specific provisions
named «safe harbor». As a rule, the safe harbor
provision is aimed at giving legal motivations for
ISPs to work together with copyright owners for
a purpose of combatting copyright infringement
as well as minimizing some restrictions against
ISPs [18, 460 p]. Regarding to these provisions,
online service providers can be excluded from
some responsibilities for digital piracy.

Today the US has its own legal framework,
the Digital Millennium Copyright Act (DMCA)
which intends to limit the liability of ISPs.
According to Section 512 of DMCA, ISPs must
meet four requirements such as “conduit”,
“caching”, “hosting” “information location tools”
to be exempted from indirect infringement. First,
to fulfill the “conduit” category the ISP must not
start the access first; the entire process must be
automatic to avoid the selection of the content;
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moreover, users must not be chosen by the ISP.
Second, in terms of the “caching” category, the
content is made online accessible by a third party
should be transmitted to another party, and
stored automatically without any changes. Third,
the “host” category means that the ISP must
operate as storage in which any users can upload
their contents [19]. The elements of this category
are following: the ISP does not know that the
content on the service is illegal; the ISPs must
follow the “notice-and-takedown” system which
means once they are notified about infringing
action they must take measures to block or stop
the material.

The European Union

Similar to the US regulation about secondary
the EU has its appropriate
directives such as the EU Copyright Directive
[20] and the European Union Directive 2000/31/
EC on electronic commerce [21]. Pursuant to the

infringement,

former directive, it states “Member countries
should secure that a copyright holder can sue
online providers if their services are used by a
third party to infringe copyright materials”. But
the directives do not provide specific rules on the
injunction relief against service providers instead
each member states have its conditions and
models on the regulation of indirect infringement
[3, 23 p].

For example, in Germany, it could be claimed
that local courts usually rely on general tort
law and case laws when they deal with indirect
infringement. For instance, Articles 1004 and 803
of the German Civil Code regulate secondary
infringement when a joint infringer induces
or contributes to the illegal activity. And the
court often examines whether the defendant
has knowledge of illegal activity; whether the
defendant has caused the damage and so on [3,
24 p].

In TItaly, there are no direct provisions or
clauses concerning indirect infringement, instead,
local Italian courts count on either vicarious
liability or the main principles of civil liability.
According to the Italian Civil Code, which states
that “a person must compensate injuries if he
or she causes unreasonable damages to another
person” or “if there are several persons who are

infringing others’ rights, they are likely to be joint
infringers” [3, 28 p].

In terms of limiting ISP’s liability, it could
be argued that “safe harbor” provisions for ISP
in the EU is slightly different from the US legal
approach. For example, the Electronic Commerce
Directive (E-commerce Directive) does not only
focus on the liability of ISP but also it covers
defamation, fake advertising, trademark, and
other issues on e-commerce [21, 5 p]. Moreover,
there are three exemption conditions for ISPs
such as “mere conduit”, “caching”, “host” but
there are no information location tools like
hyperlinks. Another feature of European safe
harbor for ISP is that there is no a notice-and-
takedown system because it is believed that it
may cause a threat to the freedom of expression
and other human rights values. But it would be
wrong that the system does not exist at all in the
EU, because some member states already have a
certain notice-and-takedown procedure [3, 37 p].

It is noteworthy that E-commerce Directive
holds some basic principles concerning ISP’s
liability, for example, the Member states are not
allowed to force the ISP to monitor the information
on their service; the Member states should secure
that the ISP has to reveal the identification
of subscribers who are constantly infringing
when relevant competent agencies require it;
injunctions with regard to the termination of the
Internet access can be ordered by only special
agencies or courts.

China

It could be argued that even though the
articles of the Chinese Copyright Act have some
rules concerning copyright infringement, there
are no specific rules which regulate secondary
infringement. So similar to some European
states, the Chinese courts usually rely on the
basic principles of tort law when they deal
with indirect infringement committed by ISPs.
Regarding digital piracy, the Supreme Court
of China has made clear that whether the ISP
triggers copyright violation or involves in the
illegal acts committed by others, the ISP will be
assessed as a co-infringer or share liability with
others who are directly infringing copyright [3,
31 p]. Also, Article 36 of China Tort law states that
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the victim of illegal actions is obliged to notify
the ISP to disconnect or block the infringer’s
site. If the ISP fails to take any measures, it is
likely to be jointly responsible for any damages.
So, it is worth mentioning that the Chinese
courts often examine indirect infringement by
observing whether the ISP is aware of copyright
infringement or whether it meets adequate duty
of care to stop infringing actions [3, 32 p].

It should be mentioned that before the
adoption of the Internet Regulation in 2006 there
used to be more and more difficult cases in which
the courts had troubles in resolving copyright
infringement on the Internet. Some tend to say
that the above act mostly relied on the DMCA
and the Directive on e-commerce as it had some
similar safe harbor provisions. However, there
are some own features concerning the Chinese
safe harbor for the ISP, for example, it is not
important whether the information transported
is going to be stored a long time; The ISPs in
China are not obliged to delete the illegal content
on their service even they are aware of unlawful
actions, while the DMCA and the Directive on
e-commerce usually require to remove it [3, 43 p].

The Internet Regulation appears to have a
notice-and-takedown procedure which quite
similar to DMCA 512. The procedure covers not
only the liability of ISPs but also clarifies how the
notice and counter-notice contents are going to
be applied [3, 39 p].

However, it has been argued that the
Chinese Internet Regulation does not have a
key rule which asks the ISPs to control content
or information which is stored or transmitted in
their networks, in other words, there is no general
monitoring liability. Therefore, it may result in
some misunderstandings or misinterpretations
among courts when they deal with copyright
infringement [3, 42 p].

Even though that liability exceptions have
been harmonized at some level in the above
jurisdictions, there are still certain differences
in regulation. For example, in the US local
courts have relied on case law; in EU various
rules are applied to the regulation of secondary
infringement; while in China courts usually
use joint infringement theory when they hold

a decision. Moreover, the US and China have
applied notice-and-takedown procedures as a
part of safe harbor provision, whereas in the EU
each member states developed their own rules [3,
p 10].

It is noticeable to say that when the DMCA
first adopted in the US, the EU and China
took their versions of the safe harbor for ISP’s
responsibility. Although there are differences
between these states’ safe harbor rules, one can
find out that the main aim of these rules is to
encourage the ISP’s freedom to operate and foster
the Internet technologies. As discussed above, to
take advantages of liability exemptions, the ISPs
at least need to follow some general rules. First,
ISPs must not know about infringing activity on
their networks, or even they are aware of that
they have to immediately remove the infringing
material; second, the ISPs should not take any
economic benefits from infringing actions; and
third, while they face some infringers who are
constantly violating others copyright, some
measures have to be taken to cease them.

Conclusion. To sum up, it is plausible to
say that ISPs are playing an essential role in
the information society by providing a service
in which any Internet users can access, upload
and download information or communicate
with each other. However, this sort of popularity
of ISPs has led to a legal issue like online
copyright infringement, because some Internet
users share or download copyrighted materials
without permission. At the outset of the Internet
technologies, ISPs used to be liable for indirect
infringement committed by their users. Liability
exemptions or “safe harbor” rules have been
adopted by some states such as the US, EU,
and China so as to provide ISP’s freedom to
function and the whole of Internet development.
Therefore, some tend to say that there is a balance
or harmony in the regulation of ISPs in the above
states. Nevertheless, as it has been analyzed
above, liability exemption rules are different
in each state and courts still apply the rules
differently due to the law on their legal system.
Thus, ISPs may face legal problems when they
function in these jurisdictions. Moreover, in terms
of ISP’s liability for the Internet piracy, some
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courts” decisions may cause obstacles for service
providers to operate freely on the Internet.

It could be argued that ISPs are not
responsible for indirect infringement committed
by Internet users on their platforms if they obey
“safe harbor” provisions according to the laws
of the US, EU, and China. After examining the
current regulation of ISPs in selected states, the
article offers following recommendations: first,

the Chinese service providers alike the US and
EU counterparts should monitor copyrighted
materials which uploaded or stored on their
platforms; second, to prevent liability, ISPs
should cease any inducement or encouragement
actions to infringe copyrighted content because
the courts in the US, EU, and China usually
consider whether ISPs are promoting the illegal
actions of Internet users on their platforms.
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IIndpoBoe nupaTCTBO: BONPOCH OTBETCTBEHHOCTU MHTEPHET-IIPOBaligepoB

AnnoTanmus. VuTepHeT-TipoBarijeps (ISP) akTimsHO mocemaloT Hare MHPOPMaIMIOHHOE ODIeCTBO, IT0-
CKOABKY UX OLIeHMBAIOT KaK IIpUBpaTHUKOB VIHnTepreTa. pyrnmMu cA0BaMy, OHM SABASIOTCS BasKHEMIIINM TeXHO-
AOTUYECKMM MHCTPYMEHTOM, oDecIieunBalonumM Aoctyi K Viarepuery. OcHoBHas (pyHKIIUA UHTepHET-TIPOBaii-
Aepa 3aKAI0uaeTcs B Ilepejade KOHTEHTa AU MaTepraja yepes ero cepBIC, HO B II0CAe/Hee BpeMsI TaKOTo poJa
pyHKIMM OBLAM B CAOKHOI CUTYaITUH 13-32 HEKOTOPLIX I0pUAMIecKux mpodaemM. He ToapKo 0O111eCTBEHHOCTS,
HO 1 TIpaBoobaajaTean Hadaau TpeOOBaTh, YTOOBI MHTepHET-IIPOBaiigephl OTCAEXKIBAAU KOHTEHT, Ilepe/aBa-
eMbliil B VInTepHer, 110 nNpuynHe TOro, YT0 HeKOTOphle II0Ab30BaTeAl HapyIlalOT aBTOPCKIUe IIpaBa Ha caliTax
UHTepHeT-TIpoBalidepos. Takum oOpa3zoM, 9TO MPUBOAUT K IOPUANYECKOMY BOIIPOCY O TOM, HECyT AM UHTep-
HeT-TIpoBaligephl OTBeTCTBEHHOCTD 3a MHTEPHET-TIMPATCTBO, IIPOUCXOAsIIiee Ha 1X Bed-calitax. Lleabio gaHHOI!
CTaTbU SBASETCS M3Yy4eHMe OTBeTCTBEHHOCTU MHTepPHeT-IIPOBaiilepoBs 3a HUQppPoBoe NUPaTcTBO UX I0Ab30Ba-
Teaett. HopnsHa 9TOI CTaTbU COCTOUT B TOM, UTOOBI ITPEAAOXKNUTL HEKOTOPbIe PEKOMEHAALIMM TI0 YAYUIIIeHUIO
IT010>KeHNIT MHTePHeT-TIPOBaliJepoB 0 Oe30ITacHbIX TaBaHAX (safe harbor) myTem cpaBHeHMS IOPUCAMKITNIL He-
KoTOphbIX cTpaH, Takux Kak CIIIA, Kurait u crpans EC. YToObI OTBETUTDH Ha BBRILIEYIIOMSHYTBIA BOIIPOC, aBTOP
B OCHOBHOM OyJeT OIMpaThCs Ha TaKue MeTOABI MCcCAe0BaHMsl, KaK CPaBHUTEALHO-IIPaBOBOI, UCTOPUYECKUIA,
¢opmaapHO-TIpaBoBOIT U PpopmaabHO-A0rMdecKkuit. [Ipearoaaraercs, uTo BO u3be’KaHMe OTBETCTBEHHOCTU 3a
HapyIlleHle aBTOPCKOTO IIpaBa MHTePHEeT-TIPOBalijephl He A40AXHBI IOOIIPATH AEMCTBIS MO0Ab30BaTeAein Vn-
TepHeTa Ha csoux naatrdopmax. boaee Toro, kuraiickue MHTEpPHET-TIPOBaliAephl A0AXKHBEI BHUMATEABHO CAe-
AUTD 32 KOHTEHTOM, KOTOPHIM A@AATCA AU MyOAMKYIOT TOATINCINKY B MIHTepHeTe.

Karouesbie caosa: nnrepuet-tiposaiigep (ISP), asTopckoe mpaso, nHrepHeT, BTOPOCTeIIeHHOe IIpaBoHapy-
IIIeHNe, HapyIleHue aBTOPCKOro IIpasa, 110Ab30BaTeab, Oe3oracHas TaBaHb.

A K. Aponos
M.C. Hapixbaes amuvirdazot KasI'KOY Yuusepcumemi, Kasaxcmarn Pecnyoiuxacor ITpesudermirin, xanvindazol
Memaexemmik Oackapy akademuscol, backapy uncmumymol, Hyp-Cyaman, Kasaxcman

CaHABIK KapaKIIbIABIK: VIHTepHeT-TIpOoBarigepaepail JKayankepuriaik Maceaeaepi

Annorams. VInTepHeT cakuiblaapbl peTiHAe OaradaHaThIH MHTepHeT-TipoBaiigepaep (ISP) kasipri can-
ABIK TeXHOAOTHUs JaMbIFaH 3aMaHHBIH OelceHAi KaThICyITbLAaphl 00AbII Tabnlaaabl. backa cesOeH aifrcak,
O/ap MHTePHeTKe KO/ alllyAbl KaMTaMachl3 eTeTiH MaHbI3AbI TEXHOAOTUSIABIK Kypaa peTiHae Oeariai. VnTep-
HeT-IIpoBaligepAepAiH Herisri KpI3MeTi OOABII 9pTYpAi CaHABIK aKIIapaTTapAbl HeMece MaTepualjapAbl €3
CepBUCiHEH OTKi3y >KaraAbl. AJalija, COHFBI yaKbITTa MHTepHeT-IIpoBaiigepaepAis OyA KbI3MeTiHe KaTLICThI
OipkaTap KYKBIKTBIK Macesedep KaAbIITacThl. VIHTepHeT-TIpoBalijepaepail caifTTapeiHia Keibip maiijada-
HYIIIBLAAP aBTOPABIK KYKBIKTEI Oy3y ceOeOiHe GaitaaHBICTHI TeK aBTOpAap FaHa eMec, COHBIMEH KaTap, >KaAIlbl
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KOFaM OKiagepi MHTepHeT apKBIABI TapaJaThlH aKIapaTTapabl KaTaH Oakbplaayabl Tadar eTyae. bya es3 xese-
ringe «/IHTepHeT-TIpOBalijepaep o3 BeO-calfTTaphiHAa HeMece IAaT(gpopMalapblHAa OPBIH aafaH MHTePHET
KapaKIIbLABIK YIIMiH JKayaIlThl Ma?» AereH KYKBIKTHIK MaceAeHi TyFe3Abl. bya MakasaHblH MakKcaThl — UHTep-
HeT-TIpoBaligepAepAiH ©3 maligalaHylIbldapbIMeH >KacaAfaH MHTePHeT KapaKIIbIABIK YIMiH KayalTbLALIFbIH
seprrey. Maxaaansis sxaHambLaaeirel — AKII, EO >xene Kpitail 3aHHaMaAapbIH CaABICTHIPY SKOABIMEH KayiIcis
aitaak (safe harbor) Typaasr unTepHeT-TIpOBaliepAepAiH KaFAaibIH JKaKCapTy TypaAbl YCBIHBICTaPABI €HTi3y.
JKorapriga ataaraH cypakka kayan Oepy YIMiH MakaJda aBTOPBI CaABICTBIPMAaABI-KYKBIKTBIK, Tapuxu, pop-
MaAbABI-KYKBIKTHIK >KoHe (POpMaabAb-A0TUKAABIK, dJicTepal MalijadaHaAbl. ABTOPABIK KYKBIKOY3YIITBLABIK
YIIiH >KayanTHIABIKTBIH al4bIH ady MaKcaThlHAa MHTepHeT-IIpoBaligepAep UHTepHeT IlaligalaHylIbldapAbIH 03
rnaatgpopmasapbiHAaFsl 3aHCHI3 9peKeTTepiH KoadaMaysl Tuic. COHbBIMeH KaTap, MaKada aBTOPbI KbITallABIK H-
TepHeT-IpoBaiijepAepaiH MHTepHeT MaligalaHyllIbldapMeH 0eiceTiH HeMece >XapuslaHaThIH aKIapaTTapabl
MYKUAT OaKblaay Ka’KeTTiri Typaabl YChIHBICTapABI €HTizeal.

Tyiiin ce3aep: Vareprer-mposaiigep (ISP), aBTOpABIK KYKBIK, MHTEPHET, KOCaAKBI KYKBIKOY3YIIBLABIK, aB-
TOPABIK, KYKBIKOY3YIITBLABIK, TTaliJaAaHyIIb], Kayilcis ariaax.
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